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[bookmark: _Toc484609037][bookmark: _Toc486329656]The Accessible Technology Initiative at CSUSB
The Accessible Technology Initiative reflects the California State University’s commitment to provide access to information resources and technologies to individuals with disabilities. This commitment is articulated in Executive Order 926 (EO 926), the CSU Board of Trustees Policy on Disability Support and Accommodations. The initiative will facilitate improvements in the following three priorities:
1. Web Accessibility
2. Instructional Materials
3. Procurement of Electronic & Information Technology (E&IT)

For more information on the Accessible Technology Initiative at CSUSB email accessibility@csusb.edu  or call 909.537.5079.
[bookmark: _Toc486329657]Compliance Deputy Toolbar - Advanced User Guide
CSUSB has modified the CSU Compliance Deputy Ruleset.  The CSUSB Ruleset was created for Content Editors using the Drupal environment.  The Drupal environment restricts content editor ability to access certain components and/or manipulate the HTML code.
[bookmark: _Toc486329658]CSU ATI Compliance Deputy Ruleset
The CSU ATI Ruleset includes:
· CSU.1.2 - Validate that Alternative Text does not include “.jpeg, .gif, .bmp, .,jpeg, .png”
· CSU.1.6 - Validate that Alternative text does not use “image”
· CSU.2.1a - Validate that Alternative Text is greater than 6 but less than 81
· CSU.13.1.1 - Anchor elements are required to not use phrases such as click here.
· CSU.13.1.2 - Anchor elements are required not to use the same link text to refer to different resources. 
· CSU.F49 - Layout tables linearized
· CSU.G18 - Ensure color contrast of 4.5:1
· CSU.G91 - Links text describes link purpose
· CSU.G145 - Ensure color contrast for large text 3:1
· CSU.H37a - Use alt attributes on img elements.
· CSU.H42a - Use h1-h6 to identify headings
· CSU.H44a - Form control labels
· CSU.Multimedia - Identify Multimedia files


Screenshot of CSU ATI Accessibility Requirements:
[image: ]
[bookmark: _Toc486329659]CSUSB Compliance Deputy Ruleset
The CSUSB Ruleset includes many of the CO ATI Ruleset but it has been adjusted for the CSUSB Drupal environment.  The CSUSB ATI Accessibility Requirements - Content Creators Checkpoints Ruleset includes the following:
· CSU.1.2 - Validate that Alternative Text does not include “.jpeg, .gif, .bmp, .,jpeg, .png”
· CSU.1.6 - Validate that Alternative text does not use “image “
· CSU.2.1a - Validate that Alternative Text is greater than 1 but less than 150
· CSU.13.1.1 - Anchor elements are required to not use phrases such as click here.
· CSU.13.1.2 - Anchor elements are required not to use the same link text to refer to different resources. 
· CSU.F49 - Layout tables linearized
· CSU.G91 - Links text describes link purpose
· CSU.H37a - Use alt attributes on img elements.
· CSU.H42a - Use h1-h6 to identify headings
Screenshot of CSUSB ATI Accessibility Requirements:
[image: ]
[bookmark: _Toc486329660]Configuring a Compliance Deputy File
Compliance Sheriff Administrative privileges are necessary to configure a Compliance Deputy package.  Please contact Web Accessibility if you need a custom ruleset.
Screenshot of Compliance Deputy tabs: 
[image: ]

The following steps should be followed by Web Accessibility to create the Configuration file:
· Navigate to the Setting tab
· Select the Compliance Deputy link
· In the right column select the ruleset you would like to use (for example CSU ATI Accessibility Requirements – Content Creator Checkpoints or CSUSB ATI Accessibility Requirements – Content Creator Checkpoint)
· Select the Add button and move the group to the left  column
· Scan Group – select Temporary Scans
· Lastly select Save
Screenshot of Compliance Deputy Configuration tab:
[image: ]


The next step will be to create the Installer file (.msi):
1. Select the Installer tab
2. Download the .MSI zip files into the same location as the configuration file. 
3. Select save
Ensure that your Configuration and MSI files are located within the same folder:
· Open your download folder or default location for downloads.
· Unzip the Configuration file and save in the same location as the .MSI file
· Double click to run the .MSI file
· Select next for the next couple of screens
· Close your browser and reopen browser
· Your browser may ask if you would like to enable the new tool, select enable
The tool should now work on your IE browser.
[bookmark: _Toc486329661]Rolling out the Compliance Deputy Package to Content Editors 
Compliance Deputy is now included in the SCCM.  The .MSI file and Config files must be located in the same location.  Safari (Mac) users will need to use the zipped Compliance Deputy installation files located on the ATI@CSUSB Web Tools website [https://www.csusb.edu/accessible-technology-initiative/web/tools]
1. Select your Programs > Microsoft System Center > Configurations Manager > Software Center > Compliance Deputy file

Screenshot of Software Center;
[image: cid:image001.png@01D214C2.DA766990]
Network System approval is no longer necessary.  If assistance is needed the content editor can call the Technology Support Center (TSC).  For the Tech community the files are located in:  \\sccm.csusb.edu\Sources\Compliance Deputy

[bookmark: _Toc486329662]Browsers:
Compliance Deputy can run on Safari (MAC), Internet Explorer, Google Chrome and Firefox (currently Firefox is not working 10/25/16).  Web Accessibility will provide the most current Config files and .msi files.
[bookmark: _Toc486329663]Internet Explorer
1. Close all Internet Explorer sessions
2. Select your Programs > Microsoft System Center > Configurations Manager > Software Center > Compliance Deputy file
3. When completed, start Internet Explorer.
4. The user may be prompted to allow the add-on to ‘Allow’ or ‘Enable’ for the add-on to be enabled.
5. Compliance Deputy will then be displayed in the toolbar.
6. If the Checkpoint group drop down list is empty, the installer may have failed to copy the configuration file into the install directory selected during the install process (for example, you may have executed the installer from a network share).
7. You can manually browse for and load the configuration file using the drop down list provided in the toolbar by clicking on the [image: ]  icon .
[bookmark: _Toc486329664]Chrome (Windows and Mac)
1. In order to download the Chrome toolbar, navigate to the Chrome Web Store:
https://chrome.google.com/webstore/search/compliance%20deputy?utm_source=chrome-ntp-icon
Screenshot of Extensions Chrome Web Store:
[image: ]
2. Add extension – Compliance Deputy from Cryptzone
3. In the Compliance Deputy drop down select load configuration file

Screen shot of load configuration file: 
4. If the install was created using the SCCM, the config file should be in the C: Drive > Program files (x86) > Cryptzone > ComplianceDeputy.config
5. Select upload

The Compliance Deputy Toolbar icon should now display “CSUSB ATI Accessibility Requirements – Content Creators Checkpoints”
[bookmark: _Toc486329665]Firefox
As of 10/25/16 the Firefox extension is not working
1. Close all Firefox sessions. 
2. Select your Programs > Microsoft System Center > Configurations Manager > Software Center > Compliance Deputy file
3. Start Firefox and install the Compliance Deputy extension file (Open Menu>Add Ons>Extensions>Tools>Install Add-on From File). 
4. Compliance Deputy should now be available in the toolbar 
5. Click on the toolbar icon to display the options and configuration menus. 
6. From the Compliance Deputy drop down list, select “Load configuration”.

Screen shot of Firefox plug-in
[image: ]

[bookmark: _Toc486329666]Safari (Mac)
As of 11/03/16 the Safari extension is not working
1. The Compliance Deputy Configuration file and .MSI files are available on the ATI@CSUSB website (https://www.csusb.edu/accessible-technology-initiative/web/tools ). 
2. Close all Safari sessions 
3. From the Compliance Deputy installers zip file, extract the Safari extension “Safari_ComplianceDeputy.safariextz” into a folder in your Mac client. 
4. Start Safari and drag/drop the extension into the browser window. 
5. When prompted, click Install. The Compliance Deputy extension will now be available in Safari as a grey ‘shield’ toolbar button: 

Screen shot of grey shield toolbar:
[image: ]

6. Compliance Deputy should now be available in the toolbar 
7. Click on the toolbar icon to display the options and configuration menus. 

Screen shot of toolbar
[image: ]
8. From the Compliance Deputy drop down list, select “Load configuration” 
9. A new browser tab will be displayed to allow you to load the configuration file. 
10. Click on Browse and select the configuration file eg “ComplianceDeputy.config” that was created from Compliance Sheriff and made available to the users. 
11. Once selected, click Upload. Compliance Deputy is now configured and you can start scanning any public pages.
[bookmark: _Toc486329667]Training on Compliance Deputy
Web Services includes Compliance Deputy in its Drupal training as of September 29, 2016.  Content editors and web developers are shown how the tool works and to use the tool after updating/changing content.  Documents are located on the Web Services > Support > Guides website: https://www.csusb.edu/its/support/web-services/drupal-guides 
[bookmark: _Toc486329668]Scanning a page:
1. In the browser, type the address of the page you want to scan. 
2. In Compliance Deputy, select the Checkpoint group you want to scan the page against. 
3. Click Start Scan. A scan status of “Scan running” will be displayed. When the scan is completed, a new tab is opened to display the scan result, and the status changes to “Complete”.
4. To view the scan status, click the status message in the toolbar. 
5. To view the highlights of issues identified by the Checkpoint, click on the message link. Click on ‘Source’ to display the page source, or ‘Rendered view” to show the actual web page
6. The result allows you to review the page you’re currently developing, make the necessary changes, save and deploy the page, and re-run the same scan. 
Screen shot of completed scan:
[image: ]
[bookmark: _Toc486329669]Temporary Scans
Compliance Deputy Scans are stored in Compliance Sheriff in a “Temporary file”.  Content editors should check web pages every time content is changed/added.  These files are stored in case the CSUSB Campus auditor and or Chancellor’s Office audit team would like to verify that content is reviewed for accessibility.


[bookmark: _Toc485284739][bookmark: _Toc485295479][bookmark: _Toc486329670][bookmark: _Toc484610490]Document Properties
Last Revision: 6/13/2017
Accessibility: “ComplianceDeputyToolbarAdvancedUserGuide06132017.docx” is fully accessible and suitable for electronic distribution
File location: Network/datastore/Dept/ISO/Web Accessibility/17.18/17.18 1.1 Compliance Deputy / ComplianceDeputyToolbarAdvancedUserGuide06132017.docx.docx
[bookmark: _Toc485284740][bookmark: _Toc485295480][bookmark: _Toc486329671]Revision Log
Revision Date: 6/13/17
Author: Rosa Padilla 
1. Updated documentation all pages
Creation Date: 2/20/17
Author: Rosa Padilla
2. Documented Compliance Deputy User Guide
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